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(v) Ensure that MCSAP agencies 
have policies that stipulate roadside 
inspections will be conducted at loca-
tions that are adequate to protect the 
safety of drivers and enforcement per-
sonnel. 

(w) Include in the training manual 
for the licensing examination to drive 
a CMV and the training manual for the 
licensing examination to drive a non- 
CMV information on best practices for 
driving safely in the vicinity of non- 
CMVs and CMVs. 

(x) Conduct comprehensive and high-
ly visible traffic enforcement and CMV 
safety inspection programs in high-risk 
locations and corridors. 

(y) Except in the case of an imminent 
or obvious safety hazard, ensure that 
an inspection of a vehicle transporting 
passengers for a motor carrier of pas-
sengers is conducted at a station, ter-
minal, border maintenance facility, 
destination, or other location where a 
motor carrier may make a planned 
stop. 

(z) Ensure transmittal to roadside in-
spectors the notice of each Federal ex-
emption the State receives from 
FMCSA pursuant to 49 CFR part 381 
subpart C, including the name of the 
person granted the exemption and any 
terms and conditions that apply to the 
exemption. 

[65 FR 15102, Mar. 21, 2000, as amended at 67 
FR 55165, Aug. 28, 2002; 67 FR 61820, Oct. 2, 
2002; 71 FR 50866, Aug. 28, 2006; 72 FR 36769, 
July 5, 2007; 75 FR 17240, Apr. 5, 2010; 77 FR 
28449, 28454, May 14, 2012; 78 FR 60230, Oct. 1, 
2013] 

§ 350.203 [Reserved] 

§ 350.205 How and when does a State 
apply for MCSAP funding? 

(a) The lead agency, designated by 
the Governor, must submit the State’s 
CVSP to the Division Administrator/ 
State Director, FMCSA, on or before 
August 1 of each year. 

(b) This deadline may, for good cause, 
be extended by the Division Adminis-
trator/State Director for a period not 
to exceed 30 calendar days. 

(c) For a State to receive funding, 
the CVSP must be complete and in-
clude all required documents. 

[65 FR 15102, Mar. 21, 2000, as amended at 77 
FR 59823, Oct. 1, 2012; 78 FR 58478, Sept. 24, 
2013] 

§ 350.207 What response does a State 
receive to its CVSP submission? 

(a) The FMCSA will notify the State, 
in writing, within 30 days of receipt of 
the CVSP whether: 

(1) The plan is approved. 
(2) Approval of the plan is withheld 

because the CVSP does not meet the 
requirements of this part, or is not ade-
quate to ensure effective enforcement 
of the FMCSRs and HMRs or compat-
ible State laws and regulations. 

(b) If approval is withheld, the State 
will have 30 days from the date of the 
notice to modify and resubmit the 
plan. 

(c) Disapproval of a resubmitted plan 
is final. 

(d) Any State aggrieved by an ad-
verse decision under this section may 
seek judicial review under 5 U.S.C. 
chapter 7. 

§ 350.209 How does a State dem-
onstrate that it satisfies the condi-
tions for Basic Program funding? 

(a) The Governor, the State’s Attor-
ney General, or other State official 
specifically designated by the Gov-
ernor, must execute a State Certifi-
cation as described in § 350.211. 

(b) The State must submit the State 
Certification along with its CVSP, and 
supplement it with a copy of any State 
law, regulation, or form pertaining to 
CMV safety adopted since the State’s 
last certification that bears on the 
items contained in § 350.201 of this sub-
part. 

§ 350.211 What is the format of the cer-
tification required by § 350.209? 

The State’s certification must be 
consistent with the following content: 

I (name), (title), on behalf of the State (or 
Commonwealth) of (State), as requested by 
the Administrator as a condition of approval 
of a grant under the authority of 49 U.S.C. 
31102, as amended, do hereby certify as fol-
lows: 
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